|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **­­Sr. No.** | **Internationally Vulnerable Sites** | **Username** | **IP Address** | **Password** | **Owner** | **HTTP/HTTPS** | **Technologies** | **Remarks** |
| 1 | <https://demo.testfire.net/> | admin | 65.61.137.117 | admin | IBM / HCL | HTTP/HTTPS |  | Banking |
| 2 | <http://itsecgames.com/> |  | 31.3.96.40 |  |  |  |  | Buggy Web App |
| 3 | <http://aspnet.testsparker.com/> |  | 54.204.37.212 |  |  |  |  | Bitcoin Web Site |
| 4 | <https://www.megacorpone.com/> |  | 149.56.244.87 |  | Offensive Security | HTTP/HTTPS |  | Consultancy |
| 5 | <http://scanme.nmap.org/> |  | 45.33.32.156 |  | Nmap | HTTP |  | Testing Platform |
| 6 | <http://vulnweb.com/> |  | 44.228.249.3 |  | Accunetix | HTTP |  | Host for Vulnerable Wb App |
| 7 | <http://testphp.vulnweb.com/> | test | 44.228.249.3 | test | Accunetix | HTTP | Apache, PHP, MySQL | E-shopping |
| 8 | <http://testasp.vulnweb.com/> |  | 44.238.29.244 |  | Accunetix | HTTP | IIS, ASP, Microsoft SQL Server | Forum |
| 9 | <http://testhtml5.vulnweb.com> |  | 44.228.249.3 |  | Accunetix | HTTP | nginx, Python, Flask, CouchDB | SecurityTweets |
| 10 | <http://testaspnet.vulnweb.com> |  | 44.238.29.244 |  | Accunetix | HTTP | IIS, ASP.NET, Microsoft SQL Server | Blog |
| 11 | <http://rest.vulnweb.com> |  | 35.81.188.86 |  | Accunetix | HTTP | Apache, PHP, MySQL | REST API |
| 12 | <http://demo.owasp-juice.shop> |  | 81.169.145.156 |  | OWASP | HTTP/HTTPS |  |  |
|  | <https://www.webscantest.com/> |  |  |  | Rapid7 |  |  |  |
|  | <https://hackazon.webscantest.com/> |  |  |  | Rapid7 |  |  |  |
|  | neverssl.com |  |  |  |  |  |  |  |
|  | badssl.com |  |  |  |  |  |  |  |
|  | nossl.com |  |  |  |  |  |  |  |

­­